
 

We disabled SSL3.0 as a protocol vulnerability countermeasure 
 
Thank you for using our website. 
 
We would like to report on our response to the vulnerability in the SSL 3.0 protocol 
described in CVE-2014-3566. 
 
We have disabled SSL 3.0 and confirmed there are no vulnerabilities.  
We ask that you please connect to our site via TLS1.0, TLS1.1, TLS1.2, etc. 
 
Details about the vulnerability in SSL 3.0 can be found here:  
 
https://technet.microsoft.com/en-us/library/security/3009008.aspx 
 
http://web.nvd.nist.gov/view/vuln/detail?vulnId=CVE-2014-3566 
 
 
Thank you for your kind attention. 

https://technet.microsoft.com/en-us/library/security/3009008.aspx
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